
 

 

 

Position: NETWORKS ENGINEER & SECURITY RESEARCHER FOR EUROPEAN PROJECTS (ON-SITE)  

[Job Reference ID Number: P0008] 

 

We are seeking a talented and dedicated Networks Engineer and Security Researcher to join our team 

for European projects. As a Networks Engineer and Security Researcher, you will play a crucial role in 

designing, implementing, and securing network infrastructures for our cutting-edge projects across 

Europe. 

 

Main Responsibilities: 

• Design, monitor and maintain network and security systems, also diagnosing and resolving 

technical problems and issues. This task will mainly involve systems, designed and 

implemented for the company’s research activities. 

• Participate in project planning, providing technical insights and recommendations to ensure 

that the security requirements of the company’s deployed networks are met. 

• Collaborate with cross-functional teams to integrate security controls into network 

architecture and systems. 

• Keep abreast of emerging technologies and trends in the field of network engineering and 

security. 

• Provide guidance and support to junior team members, sharing your knowledge and 

expertise in network engineering and security research.  

• Manage national and European research projects, monitor their progress, participate in 

meetings (physical and virtual), prepare necessary reports and deliverables. 

 

Desired Qualifications: 

• Bachelor's degree in Computer Science, Information Technology, or a related field. Master's 

degree or PhD is a plus. 

• Experience in network engineering, including design, implementation, and troubleshooting 

of complex network infrastructures. 

• Knowledge of network protocols and network security concepts, technologies, and tools. 

• Strong analytical and problem-solving skills, with the ability to identify and address network 

and security-related issues. 

• Excellent communication and collaboration skills, with the ability to work effectively in a 

team environment. 

• Experience with European projects or other research activities. 

• Fluency in English is required. 

• Ability to travel abroad. 

 



 

 

 

Skills to be considered positively: 

• Conduct security assessments, penetration testing, and vulnerability assessments to identify 

potential risks and implement appropriate security measures.  

• Familiarity with security frameworks and standards. 

• Certifications such as CCNA, CCNP, CISSP, or equivalent are highly desirable. 

 

We offer competitive compensation packages, a stimulating work environment, and opportunities for 

professional growth and development.  Join our team and be part of a dynamic organization at the 

forefront of 5G and 6G network research.  

 

_____________________________________________________________________________________ 

 

All interested applicants are requested to send their CV to info@p-net.gr 

As the position is on-site, candidates who do not reside in Patras, are requested to kindly send a cover 

letter indicating their intent to reside in Patras, Greece. 

 

_____________________________________________________________________________________ 
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